YankiAI Privacy Policy
Effective Date: July 17, 2025
YankiAI (“YankiAI,” “we,” “our,” or “us”), operated by Nelat LLC, a company registered in California, USA, is committed to protecting your privacy. This Privacy Policy explains how we collect, use, disclose, and safeguard your personal information when you use our websites, applications, APIs, and related services (collectively, the “Services”).
This policy applies to all users of the Services, including individuals and entities. If you are located in the European Economic Area (EEA), United Kingdom, Brazil, Mexico, Canada, or other regions with specific data protection laws, additional rights and disclosures are provided below.
By using our Services, you consent to the practices described in this Privacy Policy. If you do not agree, please do not use the Services.

1. Who We Are
YankiAI is a personal assistant platform that connects users with trusted third-party service providers (“Third-Party Providers” or “Assistants”) to fulfill tasks and services. While Nelat LLC operates legally from California, USA, most task fulfillment and operational activities are conducted through third-party companies, primarily based in Mexico. This Privacy Policy applies to all data processing activities related to the Services, regardless of where you are located.

2. What Personal Information We Collect
We collect personal information to provide and improve our Services. The categories of information we collect include:
Information You Provide
1. Account Information: Name, email address, phone number, and other details provided during account registration or profile creation.
1. Service Requests: Information you submit when requesting services, such as task details, preferences, or instructions.
1. Payment Information: Billing details (e.g., credit card or payment method information) processed securely through third-party payment processors.
1. Communications: Feedback, inquiries, support requests, or other correspondence you send to us.
1. Optional Information: Additional details you choose to provide, such as preferences or demographic information.
Information Collected Automatically
1. Device and Technical Data: Information about your device, including browser type, device model, operating system, and unique device identifiers.
1. IP Address and Location: Your IP address and approximate location (e.g., city or region), where permitted by your settings or applicable law.
1. Usage Data: Details about how you interact with the Services, such as pages visited, features used, time spent, and clickstream data.
1. Cookies and Tracking Technologies: Data collected via cookies, pixels, and similar technologies to enhance functionality and analyze usage (see our Cookie Policy for details).
Information from Third Parties
1. Social Login Providers: If you log in using a third-party account (e.g., Google, Apple), we may receive limited information, such as your name or email address, as permitted by your settings.
1. Third-Party Providers: Information shared by Assistants or service providers to fulfill your requests, such as confirmation of task completion.
1. Analytics Partners: Aggregated or anonymized data from analytics providers to improve our Services.
Sensitive Data
1. YankiAI may facilitate services aligned with specific preferences, such as kosher or halal certifications, but we do not intentionally collect sensitive personal information (e.g., religious beliefs, health data, or biometric data) unless you explicitly provide it as part of a service request.
1. We strongly recommend limiting the sharing of sensitive data to what is strictly necessary for your requested services.

3. How We Use Personal Information
We use your personal information for the following purposes, based on the legal grounds outlined below:
	Purpose
	Legal Basis (where applicable, e.g., GDPR, LGPD)

	Provide and operate the Services (e.g., account management, task fulfillment)
	Performance of a contract, legitimate interests

	Facilitate connections with Third-Party Providers
	Performance of a contract

	Process payments for paid Services
	Performance of a contract, legitimate interests

	Personalize your experience (e.g., tailored recommendations)
	Legitimate interests, consent (where required)

	Communicate with you (e.g., support, updates, or marketing)
	Consent, legitimate interests

	Improve, develop, and secure our Services (e.g., analytics, debugging)
	Legitimate interests

	Comply with legal obligations (e.g., tax reporting, regulatory requirements)
	Legal obligation

	Prevent fraud, abuse, or security threats
	Legitimate interests, legal obligation

	Conduct research and development (e.g., improving AI models)
	Legitimate interests, consent (where required)


No Sale of Personal Information: YankiAI does not sell your personal information, as defined under applicable laws like the CCPA/CPRA.
Automated Decision-Making: We do not use automated decision-making processes that produce significant legal or similar effects on you. Any AI-driven recommendations or outputs are reviewed or overseen by human operators where necessary.

4. Sharing Your Personal Information
We may share your personal information in the following circumstances:
1. Third-Party Providers: We share necessary information (e.g., your name, contact details, or service requests) with independent Assistants, primarily based in Mexico, to fulfill your tasks. These providers are bound by their own terms and privacy policies.
1. Service Providers: We engage trusted vendors for services such as payment processing, cloud storage, analytics, and customer support. These providers are contractually obligated to protect your data and use it only for specified purposes.
1. Analytics and Marketing Partners: We may share anonymized or aggregated data with analytics providers to improve the Services or with marketing partners for promotional purposes, where permitted by law and your preferences.
1. Legal and Regulatory Authorities: We may disclose data to comply with legal obligations, respond to lawful requests (e.g., subpoenas), or protect our rights, safety, or property.
1. Business Transfers: In the event of a merger, acquisition, bankruptcy, or asset sale, your information may be transferred as part of the transaction, subject to confidentiality and compliance with applicable laws.
1. With Your Consent: We may share your data for other purposes if you provide explicit consent.

5. International Transfers
Your personal information may be transferred to, stored, and processed in the United States, Mexico, or other countries where our Third-Party Providers or service vendors operate. These jurisdictions may have different data protection laws than your own.
1. Safeguards: For transfers from the EEA, UK, or other regions with strict data protection laws, we use lawful mechanisms such as Standard Contractual Clauses (SCCs), Data Processing Agreements (DPAs), or other approved safeguards to ensure compliance with GDPR, UK GDPR, LGPD, and similar regulations.
1. Data Protection Impact Assessments (DPIAs): Where required, we conduct DPIAs to assess and mitigate risks associated with cross-border data transfers.
1. User Consent: By using the Services, you consent to the transfer of your data to countries outside your jurisdiction, subject sauf
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5. International Transfers (Continued)
your home country, as described above. We ensure that any such transfers comply with applicable data protection laws through mechanisms like Standard Contractual Clauses (SCCs) or Data Processing Agreements (DPAs).
1. Safeguards for Compliance: For users in the EEA, UK, Brazil, or other jurisdictions with strict data protection regulations, we implement safeguards to protect your data during international transfers. These include:
0. Standard Contractual Clauses (SCCs): Legally binding agreements approved by the European Commission to ensure adequate protection for data transferred outside the EEA or UK.
0. Data Processing Agreements (DPAs): Contracts with Third-Party Providers and vendors that outline data protection obligations.
0. Data Protection Impact Assessments (DPIAs): Assessments to identify and mitigate risks associated with data processing, including cross-border transfers, where required by law (e.g., GDPR, LGPD).
1. User Consent: By using the Services, you acknowledge and consent to the transfer, storage, and processing of your data in the United States, Mexico, or other countries where our operations or vendors are located.

6. Your Rights and Choices
Depending on your jurisdiction, you may have the following rights regarding your personal information:
1. Access: Request a copy of the personal data we hold about you.
1. Correction: Request correction of inaccurate or incomplete data.
1. Deletion: Request deletion of your data, subject to legal or contractual obligations.
1. Restriction: Request restriction of certain data processing activities.
1. Objection: Object to processing based on legitimate interests, including direct marketing.
1. Data Portability: Receive your data in a structured, commonly used, and machine-readable format.
1. Withdraw Consent: Withdraw consent for processing where consent is the legal basis, without affecting the lawfulness of prior processing.
1. Opt-Out of Marketing: Unsubscribe from marketing communications at any time via the unsubscribe link in emails or by contacting us.
1. Lodge a Complaint: File a complaint with your local data protection authority (e.g., ICO in the UK, CNIL in France, ANPD in Brazil, INAI in Mexico, or OPC in Canada).
How to Exercise Your Rights
1. Submit requests by emailing pa@yanki.ai 
1. We will respond to requests within the timeframes required by law (e.g., 30 days under GDPR/CCPA, 15 days under LGPD).
1. We may require identity verification to process your request securely.
Jurisdiction-Specific Rights
1. California (CCPA/CPRA): California residents have the right to know what personal information is collected, used, or disclosed, opt out of the sale or sharing of personal information (note: we do not sell personal information), and request deletion, subject to certain exceptions.
1. EU/UK (GDPR/UK GDPR): You have enhanced rights to access, rectify, erase, restrict, or object to processing, and to data portability. You may also contact your local supervisory authority.
1. Brazil (LGPD): You have rights to confirm data processing, access, correct, anonymize, or delete data, and request information about data sharing.
1. Mexico (LFPDPPP): You have ARCO rights (Access, Rectification, Cancellation, Opposition) and can request details about data processing.
1. Canada (PIPEDA): You have the right to access and correct personal information and to challenge our compliance with PIPEDA.

7. Children’s Privacy
The Services are not intended for children under 13 (or the minimum legal age in your jurisdiction, e.g., 16 in some regions). We do not knowingly collect personal information from children without verifiable parental or guardian consent.
1. Parental Consent: If a child under the required age provides personal information with parental consent, we will use that information solely to provide the requested Services.
1. Data Deletion: If we learn that we have collected personal information from a child without proper consent, we will promptly delete it. Parents or guardians may contact us at pa@yanki.ai to request deletion.

8. Security
We implement reasonable technical, organizational, and administrative measures to protect your personal information, including:
1. Encryption of sensitive data (e.g., payment information) in transit and at rest.
1. Access controls to limit data access to authorized personnel only.
1. Regular security assessments and updates to our systems.
However, no system is completely secure. You are responsible for safeguarding your account credentials and notifying us immediately at pa@yanki.ai if you suspect unauthorized access or a security breach.

9. Data Retention
We retain personal information only for as long as necessary to:
1. Provide the Services you requested.
1. Fulfill legal or contractual obligations (e.g., tax or accounting requirements).
1. Resolve disputes or enforce our agreements.
1. Protect against fraud or abuse.
When data is no longer needed, we securely delete or anonymize it in accordance with applicable laws. Retention periods vary by data type and jurisdiction (e.g., GDPR may require shorter retention than tax laws).

10. Cookies and Tracking Technologies
We use cookies, pixels, and similar technologies to operate, improve, and personalize the Services. These technologies help us:
1. Authenticate users and maintain session security.
1. Analyze usage patterns and improve functionality.
1. Deliver personalized content or advertisements (where permitted).
For details, including how to manage your preferences, see our Cookie Policy at [yanki.ai]. You can also adjust cookie settings via our consent banner or your browser’s settings.

11. Third-Party Links and Services
The Services may contain links to third-party websites, applications, or services (e.g., payment processors or social login providers). These third parties have their own privacy policies, and we are not responsible for their practices. We encourage you to review their policies before providing personal information.

12. Data Breach Notifications
In the event of a data breach that poses a risk to your rights and freedoms, we will:
1. Notify affected users and relevant authorities (e.g., ICO, ANPD, INAI) within the timeframes required by law (e.g., 72 hours under GDPR).
1. Provide details about the breach, its impact, and steps to mitigate harm.
1. Contact you via email or through the Services, as appropriate.

13. Updates to This Privacy Policy
We may update this Privacy Policy to reflect changes in our practices, legal requirements, or Services. Material changes will be communicated at least 30 days in advance via email, the Services, or our website. Non-material changes may take effect immediately.
Your continued use of the Services after the effective date of changes constitutes acceptance of the updated Privacy Policy. If you do not agree, you must stop using the Services.

14. Contact Us
For questions, concerns, or to exercise your rights, contact our Data Protection Officer at:
1. Email: pa@yanki.ai
1. Mail: Nelat LLC, 4221 Wilshire Blvd, Suite 312, Los Angeles, CA 90010, USA
